1. Úvod (čo je informačná/kybernetická bezpečnosť a prečo ju potrebujeme, o čom bude tento dokument)
2. Ciele dokumentu (plus nejake „dislaimers“, ktorými sa rámcujeme / obmedzujeme; vymedzenie časti, ktorou sa budeme zaoberať, jej vzťahy s ostatnými časťami a predpoklady o bezpečnostnom okolí ISVS; možno vymedzenie sa voči ostatným prioritným oblastiam NKIVS)
3. Formálne detaily (skratky, pojmy atď. - toho bude viac, dal by som to do príloh a na tomto mieste buď len základné pojmy a skratky a odkaz na prílohu)
4. Súčasná situácia
5. aspoň stručne globálna situácia v IB/KB vo svete, posledné veľké bezpečnostné incidenty, aktivity EU, NATO
6. tu by som rád videl komplexnejšiu analýzu, ale na tú nemáme čas; môžeme ísť na vysokoúrovňový popis, aby politici videli rozsah problematiky a aby sme v návrhu implementácie mohli požadovať napr. správy o stave IB/KB a mali zdôvodnenie pre navrhované riešenia). Zároveň úvod k ďalším častiam tejto kapitoly
7. legislatíva, kompetencie, činnosť existujúcich štátnych orgánov,
8. Videná zvonku (ITU index, atd) ako krajina, regulácia / EU požiadavky
9. Videná zvonku v oblasti IS VS
10. Videná interne / fakty csirt.sk pre IS VS
11. PEST (uvidíme)
12. Problémové oblasti (z toho predchádzajúceho)
13. Priority – smerovanie podľa nkivs
14. Ciele (návrh PS) – riešenie problémov / priorít v strednodobom horizonte + stručná SWOT tohto riešenia (high level uroveň)
15. Kritické faktory úspechu (vrátane všetkých relevantných predpokladov
16. Návrh implementácie –
    1. governance / regulácia (uprava vynosu) všeobecnejšie – legislatíva, kompetencie, miesto ISVS v slovenskom virtuálnom priestore, ochrana ISVS v kontexte ochrany celého slovenského virtuálneho priestoru
    2. Návrh implementácie – procesy
    3. Návrh implementácie – štandardy
    4. Návrh implementácia – ľudia
    5. Návrh implementácie – kultúra / vzdelávanie
    6. Návrh implementácie – odporúčania pre SORO
17. Ďalšie kroky (úlohy)
18. Prílohy